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Aplikacje sieciowe

Klient-Serwer
* Asymetryczna architektura

 Podziat na dwie role

e Klient — zleceniodawca,
potrzebuje ustugi

e Serwer — dostarcza
ustuge, funkcjo- i
nalnosc¢
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Aplikacje sieciowe

Klient-Serwer — aplikacja serwera

* Pasywny

* Czeka na zgdanie (sam nie wykonuje akcji)

* Po wywotaniu obstuguje je i zwraca odpowiedz

Klient-Serwer — aplikacja klienta

* Aktywny

* Inicjuje komunikacje, wysyta zgdania do serwera
* Po wywotaniu serwera, oczekuje na odpowiedz
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Aplikacje sieciowe
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Sposodb obstugi zadan

Serwer iteracyjny (sekwencyjny) — iterative server
Serwer obstuguje jedno zadanie naraz. W praktyce nie stosowany.

 Jak dziata:

* (Czeka na potgczenie

* Obstuguje klienta

* Konczy obstuge

* Dopiero potem przyjmuje kolejnego
* Cechy:

* brak rownolegtosci

* kazdy klient blokuje serwer

e Zalety:
* bardzo prosty w implementacji
* fatwy do debugowania

* Wady:
» fatalna skalowalnos¢
* jeden wolny klient blokuje innych
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Sposodb obstugi zadan

Serwer wspotbiezny — concurrent server

Serwer obstuguje wielu klientéw jednoczesnie. Przyktady: serwery HTTP (Nginx,
Node.js, Apache, Kestrel), serwery gier, mikroserwisy.

Jak dziata:

* Kazde potaczenie w:
e osobnym watku
* o0sobnym procesie
* puli watkow
Cechy:
* réwnolegta obstuga klientow
* lepsze wykorzystanie CPU

Zalety:
e skalowalnos¢é
* brak blokowania

Wady:
e wyscig pomiedzy klientami
* wieksza ztozonos¢
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Stan serwera

Serwer bezstanowy — stateless server

Serwer nie zapamigtuje stanu klienta pomigdzy zgdaniami. Przyktady: REST API, HTTP bez
sesji, etc.

* Jak dziata:

» kazde zadanie jest kompletne (wszystkie dane do obstugi dostepne w zgdaniu)
* brak sesji po stronie serwera

* Cechy:
* kazde zadanie niezalezne
* tatwo skalowalne

e Zalety:
* bardzo dobra skalowalnos¢
* fatwy load balancing
e odpornos¢ na awarie

 Wady:
* klient musi przesyta¢ kontekst
* trudniejsze logiki biznesowe

Andrzej Stroinski | Sieci komputerowe | wyktad 1: podstawy 17.01.2026



Stan serwera

Serwer stanowy — stateful server

Serwer przechowuje informacje o kliencie. Przyktady: serwery gier, WebSocket servers, FTP,
Telnet, systemy transakcyjne

Jak dziata:

* Sesje

* kontekst potaczenia

e dane uzytkownika w pamieci
Cechy:

* kolejne zgdania zalezne od poprzednich
Zalety:

* prostsze protokoty
e naturalne dla gier, czatéw

Wady:
* trudny load-balancing
e problemy z replikacja
* migracja sesji
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Rodzaj klienta

Cienki klient — thin client

gbka i dane sg gtdwnie po stronie serwera. Przykfad: aplikacje
owe, systemy terminalowe, cloud gaming

* Cechy klienta:

e Ul

* wysyfanie zgdan

e wyswietlanie wynikow
e Zalety:

* tatwe aktualizacje
* wieksze bezpieczenstwo

* Wady:
* wieksze obcigzenie serwera
 zaleznos¢ od sieci
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Rodzaj klienta

,Bogaty” klient — ang. rich client

Duza czesc¢ logiki po stronie klienta. Przyktad: plikacje webowe, systemy
terminalowe, cloud gaming

* Cechy klienta:
* Walidacja
e Symulacje
* Cache
* logika biznesowa

e Zalety:

* mniejsze opodznienia

* mniejsze obcigzenie serwera
* Wady:

* trudniejsze aktualizacje

* ryzyko cheatéw i manipulacji
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Gniazda BSD

* Poczgwszy od wersji 4.1 systemu UNIX BSD, wprowadzono do
niego obstuge protokotéw TCP/IP wraz z inter ejsem dostepu
dla programow o nazwie gniazda (ang. sockets). Interfejs ten
jest takze dostepny w systemach Linux, a jego zadaniem jest
posredniczenie pomiedzy programami uzytkownikéw, a
Implementacjg stosu TCP/IP.

* Do dyspozycji programistow oddano zestaw funkcji
bibliotecznych, ktore stuzg do obstugi komunikacji pomiedzy
procesami d2|a’fajacym| na roznych weztach w sieci (mozliwa
iest takze komunikacji pomigdzy procesami dziatajgcymi
okalnie), ktore sktadajg sie na interfejs sieci. Funkcje te
ukrywajq przed programistg warstwe transportowg oraz
wymagajg utworzenia specjalnego punktu koncowego kanatu
komunikacji, ktore nazywanylj(est gniazdem. W procesie
systemowym gniazdo jest traktowane jak plik specjalny, po jego
utworzeniu program|sta otrzymuje deskrygtor co pozwala na
realizacje funkcji odczytu i zapisu, w sposob analogiczny jak na
pliku (np. readd i write()).
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Nawigzanie potgczenia i rozpoczecie komunikacji wymaga aby jeden z
uczestniczgcych proceséw oczekiwat na zgtoszenia; wéwczas inny proces
moze nawigzac¢ z nim komunikacje, w dowolnym, obstugi przez siebie
momencie.

Proces, ktéry oczekuje na potaczenie nazywany jest serwerem (ang. server).
Serwer moze dziata¢ wedtug dwoch schematow:
e po odebraniu potgczenia od innego procesu nastepuje przetwarzanie przyjetego

zgtoszenia oraz ewentualna odpowiedz, po tlm serwer przechodzi w stan dalszego
oczekiwania na nowe zgtoszenia, schemat taki nazywany jest iteracyjnym,

* odbieranie Eo’faczenia od klientow obstugiwane sg przez serwer jednoczesnie, np.
poprzez wykorzystanie procesow potomn\(]ch lub watkow, gtéwny proces serwera w
tym czasie moze dalej nastuchiwa¢ nowych potgczen; model ten nazywany jest
wspotbieznym.

Proces, ktory nawigzuje potaczenie z serwerem nazywany jest klientem.
Proces ten musi posiadac informacje o adresie IP serwera oraz porcie TCP
lub UDP, na ktorym serwer nastuchuje. Proces serwera moze uzyskac
informacje o kliencie, dopiero po nawigzaniu przez tego potgczenia.

Interfejs gniazd obstuguje dwa tryby komunikacji: potgczeniowy, za pomoca
protokotfu transportowego TCP (RFC 793), oraz bezpotaczeniowy, z
wykorzystaniem protokotu transportowego UDP (RFC 768).
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Gniazda BSD
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Peer-to-Peer

* Peer-to-Peer to architektura sieciowa, w ktorej:
* nie ma centralnego serwera,
» kazdy wezet (peer) jest jednoczesnie klientem i serwerem,
* wezty komunikujg sie bezposrednio miedzy soba.

* Kazdy peer moze:
* inicjowac potfaczenia,
* udostepniac zasoby,
e przetwarzac dane.

,WSZyscy sg rowni — brak centrum systemu”
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Typy sieci Peer-to-Peer

* P2P (pure P2P)
* brak serwerow centralnych
e petna decentralizacja
* przyktady: wczesny Gnutella, blockchain

* Hybrydowe P2P
e serwer centralny do wyszukiwania/koordynacji
e dane przesytane bezposrednio miedzy peerami
* przyktady: BitTorrent, gry multiplayer, WebRTC
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Typy sieci Peer-to-Peer

 Structured Peer-to-Peer Systems (P2P)

e Zorganizowane systemy rozproszone bez centralnego serwera

e Structured P2P to architektura sieci, w ktérej wezty i dane sg
rozmieszczane wedtug scisle okreslonych algorytmow,

zapewniajgcych szybkie wyszukiwanie, skalowalnosc i odpornosc
na awarie.

e Kluczowe cechy

* Overlay network —logiczna, wirtualna topologia nad siecig
fizyczna

Distributed Hash Table (DHT) — przechowywanie danych jako
klucz - wartos¢

Przewidywalne rozmieszczenie danych (consistent hashing)
Logarytmiczne wyszukiwanie (O(log N))

Replikacja danych - fault tolerance

Automatyczna skalowalnosc¢ i rownowazenie obcigzenia
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Typy sieci Peer-to-Peer

Andrzej Stroinski | Sieci komputerowe | wyktad 1: podstawy 17.01.2026



Typy sieci Peer-to-Peer

e Dziatanie
» Kazdy wezet ma unikalne ID
e Dane trafiajg do weztow o najblizszych ID
* Routing odbywa sie po Scisle zdefiniowanych trasach
* Sieé sama sie organizuje przy dotgczaniu/odtaczaniu weztow

* Przyktadowe algorytmy
* Chord — pierscien, finger tables
e Kademlia — metryka XOR, k-buckets
* Pastry / Tapestry — routing prefiksowy
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Typy sieci Peer-to-Peer

e Zastosowania
 BitTorrent, IPFS (dystrybucja plikow)
* Blockchain (Bitcoin, Ethereum)
* Rozproszone bazy danych (Cassandra)
* CDN, loT, systemy kolaboracyjne (Git)
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Typy sieci Peer-to-Peer

e Unstructured Peer-to-Peer Systems (P2P)
* wezty tgczg sie losowo,
* nie istnieje globalna struktura ani mapa sieci,
e dane nie majg przewidywalnego miejsca przechowywania.
 SieC powstaje spontanicznie i dynamicznie.

e Kluczowe cechy
* dynamiczna topologia (wysoki churn)
brak centralnego zarzgdzania
prosta implementacja
wysoka elastycznosc
brak deterministycznego wyszukiwania
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Typy sieci Peer-to-Peer

* Podstawowe mechanizmy
* losowe potaczenia miedzy weztami
* rozproszona lista sgsiadow
* bezposrednie udostepnianie zasobow
* wyszukiwanie przez rozgtaszanie zapytan

* Typowy scenariusz
* Wezet dotgcza do dowolnych peerow
Buduje lokalng liste sgsiadow
Rozsyta zapytania do sgsiadow
Odbiera odpowiedzi
Pobiera dane bezposrednio
Siec nic ,nie wie” globalnie — wiedza jest lokalna.
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Typy sieci Peer-to-Peer
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Typy sieci Peer-to-Peer

* Query Flooding (rozgtaszanie zapytan)
e zapytanie wysytane do wszystkich sgsiadow
e sgsiedzi przekazuja je dalej
* mechanizm TTL ogranicza liczbe przeskokow

* Superpeers
» wezty o wiekszych zasobach
* obstugujg wyszukiwanie i routing
e agregujg informacje o peerach

Andrzej Stroinski | Sieci komputerowe | wyktad 1: podstawy 17.01.2026
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Typy sieci Peer-to-Peer

e Zalety

bardzo elastyczne
odporne na losowe awarie
proste w budowie

dobre do sieci ad-hoc
szybki start sieci

* Wady

flooding = wysoki ruch

brak gwarancji znalezienia danych
rosngce opoznienia

trudna lokalnos¢ danych
bottlenecki superpeeréw
wrazliwos¢ na ataki
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Typy sieci Peer-to-Peer

* Przyktady
* wymiana plikow
» zdecentralizowane komunikatory
* systemy kryzysowe
* sieci loT i mobilne
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