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Abstract. This article describes research the aim of which was to accelerate
cryptographic processes using parallel programming. The application of cryptography
has becomes common nowadays. The complexity of operations and the amount of
data to be processed place this domain of computer science in a group of those which
consume resources greedily. Therefore, the union of cryptology and parallel
programming can result in improved working parameters of cryptographic algorithms.
This article discusses results of experiments which prove the correctness of such a
theory. The values of parameters of parallel programming that were achieved during
research, such as acceleration and efficiency, indicate clear benefits of the new
method. This paper shows an effective way of improving these parameters used in the
Rijndael algorithm, the winner of an open competition on AES.
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